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Abstract. In this project, we tried to develop a plugin to obfuscate
images to enhance face privacy on social media. The main approach is
to perform an adversarial attack so that the resulting images are wrong
classified or detected by systems while the face still looks like the original
one.
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1 Introduction

Facial image data is incredibly valuable and sensitive because it is key to your
identity. It is used to identify you in many critical applications like smile-to-pay
[1] and facial recognition shoplifter detection[2]. The fear is that detailed profiles
of yourself may be created if your data gets in the wrong hands. So, your face
data must be changed in a way that facial recognition systems can not be trained
on it. However, the image must be still represent the content it is intended to
have. Therefor, we choose to perform an adversarial attack. Moreover, our attack
must be able to do well in black-box setting at the end.

2 Related Work

Many attacks have been proposed on attacking facial recognition models like
adversarial attacks using gradient estimation [4] Evolutionary methods [3] gen-
erative networks [7] as well as on attacking facial detection models [5].

3 Enhancing Face Privacy

In order to fool the recognition systems, there are two approaches we can take:
fooling face detection and fooling face recognition. Face detection is proposing
areas in the image that contains a face and face recognition is classifying the
face to the right person. At first, we try to attack face detection.

3.1 Attacking Face Detection

In order to create adversarial examples we use the Projected Gradient Descent
[8]. We defined a loss function and computed the gradient of loss function w.r.t
the input and update the example using the gradient direction. The initial loss
function was:

Loss = Z Scorey, * (sign(dy —t)) (1)

beboxes



where d is the distance from the real face position and t is a threshold. The
real face was successfully undetected by the local model but we observed that
fake face detection boxes had small areas which makes it unreasonable. So we
changed the loss function to:

Loss = Z Scorey, x Sur facey * (sign(dy, — t)) (2)

beboxes

where surface is surface of proposed area for a face. Using this loss function we
were able to have fake detection with big enough boxes. This attack is targeted
since not only it lowers the probability of an are containing a face, it also gener-
ates some fake proposals with reasonable sizes. Unfortunately, this attack does
not seem to be transferable.

Fig. 1. Comparing unperturbed an perturbed images for Attack on Face Detection
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3.2 Attacking Face Recognition

We use FaceNet[9] to embed faces in a vector, then dot product means simi-
larity. So, we perform adversarial attack on FaceNet so that the victim will be
recognized as similar to target. The percie algorithm is:

1- All faces in the image are detected and cropped and resized to 160*160 (Em-
bedding model input size). (Using SSD Mobilenet from Face-APLjs )

2- For each face distance (dot product of embeddings) to potential victims are
computed and closest victim is chosen. (Embedding computed using FaceNet)

3- Projected Gradient Descent method with momentum and input diversity is
applied to the objective function which is average of dot product of embeddings.

3-1 Input is resized to rnd*rnd which rnd is a random number uniformly sam-
pled from [135,160] and then it is padded to 160*160 and rescaled image is not
in center necessarily. The new image is chosen with probability of 0.9 otherwise
original image is used [10]. (Input Diversity)

3-2 The image values are normalized to [-1,1] and a random uniform noise is
added. Then we compute embeddings and do L2 normalization.

3-3 We compute objective function which is average of dot product of image
embeddings with victim embeddings.

3-4 We compute gradient of objective function w.r.t. input image then we add
the gradient to previous gradient multiplied to 0.9 [6].

3-5 We use Gradient Sign Method to get an adversary and clip it to L-infinity
bound. We repeat this process to certain number of times [8]. (Projected Gra-
dient Descent)

Pseudo code

ObjectiveFunction(imageInput) {
With probability 0.1 resize image to random*random
(random uniformly from [135,160]) and
do a random padding
Scale imageInput to [-1.1]
Add randomUniform noise between [ -1le-2, 1le-2] imageInput
Get imageInput Embedding
L2_normalize the Embedding



Return mean of dot product of victimEmbeddings and Embeddings
// must be maximized

}

oneStepAttack(image, grad) {
noise = gradient of objective w.r.t. image
// div on L2 norm
noise = noise/ mean(|noisel)
// momentum
noise = grad * 0.9 + noise
// after this, we apply sign on noise, so it will be normalized
let adv = image + sign(noise) * 1.0
Clip image to lower bound and upper bound
return adv, noise

let input = imageBatch.toFloat();

lowerBound = image - eps , clipped to 0-255
upperBound = image + eps , clipped to 0-255

grad = zeros
for (i =0; i < maxIter; i++) {
Res = oneStepAttack(input, grad);
input = res[0];
grad = res[1];
}

adversarial = input.toInt();
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